
DATENSCHUTZERKLÄRUNG 

Wir, die PRIME TIME fitness GmbH, Clemensstraße 9, 60487 Frankfurt, Deutschland 

(nachfolgend „PRIME TIME fitness“, „wir“ oder „uns“ etc.) nehmen den Schutz Ihrer 

personenbezogenen Daten sehr ernst. Wir behandeln Ihre personenbezogenen Daten 

vertraulich und ausschließlich in Übereinstimmung mit den gesetzlichen 

Datenschutzvorschriften, insbesondere der Datenschutzgrundverordnung (DSGVO). 

Wenn Sie das von uns im Auftrag der Allianz SE betriebene „Health Center managed by 

PRIME TIME fitness“ (nachfolgend „Health Center“) besuchen, werden verschiedene personen-

bezogene Daten verarbeitet. Als personenbezogene Daten werden hierbei solche Informationen 

bezeichnet, die sich auf eine identifizierte oder identifizierbare natürliche Person beziehen. Perso-

nenbezogene Daten sind z.B. Ihr Name, Ihr Geburtsdatum, Ihre E-Mail-Adresse, Ihre Postanschrift 

oder auch Ihre IP-Adresse. Keine personenbezogenen Daten sind dagegen Informationen allge-

meiner Art, mit deren Hilfe Ihre Identität nicht festgestellt werden kann, wie z.B. die Anzahl der 

Besucher im Health Center. 

Mit der vorliegenden Datenschutzerklärung möchten wir Sie gemäß Art. 12 ff. DSGVO über die 

Verarbeitung Ihrer personenbezogenen Daten im Rahmen Ihrer Mitgliedschaft im Health Center 

informieren. Zögern Sie bitte nicht uns anzusprechen, falls Sie noch weitergehende Fragen zur 

Verarbeitung Ihrer personenbezogenen Daten haben sollten. 

1. Name und Kontaktdaten des für die Datenverarbeitung Verantwortlichen

Der für die Datenverarbeitung Verantwortliche im Sinne des Art. 4 Nr. 7 DSGVO ist:

PRIME TIME fitness GmbH

Clemensstraße 9 

60487 Frankfurt, Deutschland 

Telefon: 069 / 715 899 51 00 

E-Mail: info@primetime-fitness.de

Weitere Angaben zu unserem Unternehmen können Sie unserem Impressum entnehmen. 

Teilweise verarbeiten wir Ihre personenbezogenen Daten auch gemeinsam mit einem Dritten 

als sog. „Gemeinsam Verantwortliche“ im Sinne des Art. 26 DSGVO. Wir werden Sie an der 



relevanten Stelle in dieser Datenschutzerklärung darüber informieren, wann eine solche ge-

meinsame Verantwortlichkeit vorliegt. 

2. Kontaktdaten des Datenschutzbeauftragten

Unseren Datenschutzbeauftragten erreichen Sie unter folgenden Kontaktdaten:

Herr Marko Diepold

adverit compliance GmbH & Co. KG

Kajen 10

20459 Hamburg

Telefon: +49 40 271 44 940

E-Mail: datenschutz@adverit.de

3. Gegenstand, Zweck und Rechtsgrundlage der Datenverarbeitung

Um Ihre Mitgliedschaft zu verwalten und Sie optimal bei Ihrem Training unterstützen zu kön-
nen, verarbeiten wir im Rahmen Ihrer Mitgliedschaft personenbezogene Daten von Ihnen. 

Dabei setzen wir teilweise auch Produkte und Dienstleistungen externer Dienstleister ein. 
Nachfolgend möchten wir Ihnen nähere Informationen darüber zur Verfügung stellen, wann 

wir personenbezogene Daten von Ihnen verarbeiten, welche personenbezogenen Daten 
dies im Einzelnen sind, zu welchem Zweck wir Ihre personenbezogenen Daten verarbeiten 

und auf welche Rechtsgrundlage wir uns hierbei stützen: 

3.1. Mitgliederregistrierung 

a. Gegenstand und Umfang der Datenverarbeitung

Bevor Sie mit Ihrem Training starten können, müssen wir Sie zunächst als Mitglied in
unserem Health Center registrieren. Im Rahmen des Abschlusses Ihrer Mitgliedschaft



und Ihrer anschließenden Registrierung als Mitglied im Health Center erheben wir ins-

besondere die folgenden Mitgliedsdaten: 

• Geschlecht;

• Vor- und Nachname;

• Geburtsdatum;

• Anschrift;

• Telefonnummer;

• E-Mail-Adresse;

• Vertragslaufzeit;

• Zahlungsmodalitäten und -daten;

• Lichtbild.

b. Zweck und Rechtsgrundlage der Datenverarbeitung

Die Verarbeitung der obengenannten Mitgliedsdaten erfolgt ausschließlich zum Zwe-

cke der Mitgliederverwaltung sowie zu Abrechnungszwecken. Die Verarbeitung dieser
Daten ist zur Durchführung vorvertraglicher Maßnahmen bzw. der Erfüllung eines Ver-

trages, nämlich Ihre Registrierung als Mitglied im Health Center und die Erfüllung des
mit Ihnen bestehenden Mitgliedsvertrages, erforderlich (Art. 6 Abs. 1 lit. b DSGVO).

3.2. Zutrittskontrolle 

a. Gegenstand und Umfang der Datenverarbeitung

Um die Nutzung des Health Centers auf unsere Mitglieder beschränken zu können,
verwenden wir ein elektronisches Zutrittsterminal, an welchem Sie sich mit Ihrer Alli-
anz ID Karte anmelden können. Das Zutrittsterminal liest die Seriennummer Ihrer Alli-

anz ID Karte aus und prüft, ob das für den Zutritt zum Health Center erforderliche Be-
rechtigungsprofil hinterlegt ist.

Das Zutrittsterminal wird von der Allianz SE (Königinstr. 28, 80802 München, Deutsch-
land) bereitgestellt und betrieben, die insofern als Auftragsverarbeiter im Sinne des

Art. 4 Nr. 8 DSGVO für uns tätig ist (siehe unten Ziff. 4.2). Damit Ihre Allianz ID Karte
für das Health Center freigeschalten werden kann, übermitteln wir Ihren Vor- und



Nachnamen an die Corporate Security Abteilung der Allianz SE, welche dann das ent-

sprechende Berechtigungsprofil für Ihrer Allianz ID Karte hinterlegt. 

b. Zweck und Rechtsgrundlage der Datenverarbeitung

Die Übermittlung und Verarbeitung Ihres Vor- und Nachnamens erfolgt ausschließlich

zum Zwecke der Durchführung der Zutrittskontrolle. Die Verarbeitung dieser Daten ist
zur Erfüllung eines Vertrages, nämlich des mit Ihnen bestehenden Mitgliedsvertrages,

erforderlich (Art. 6 Abs. 1 lit. b DSGVO).

3.3. Training und Trainingsbetreuung 

a. Gegenstand und Umfang der Datenverarbeitung

Wir verarbeiten verschiedene personenbezogene Daten, um Sie optimal bei Ihrem

Training betreuen und bei der Erreichung Ihrer Trainingsziele unterstützen zu können.
Im Rahmen ihres Trainings und der Trainingsbetreuung ergeben sich insbesondere
die folgenden Datenverarbeitungsvorgänge:

(i) Durchführung einer Anamnese:
Im Rahmen Ihres Einweisungstermins führen wir ein Eingangsgespräch

(sog. „Anamnese“) durch, um eventuelle Vorerkrankungen oder Verletzungen ab-
zuklären und einen Einblick in Ihre Lebensgewohnheiten und Trainingsziele zu

erhalten. Die Anamnese wird im Rahmen späterer Trainertermine wiederholt bzw.
aktualisiert und dient insbesondere dazu das Risiko von Verletzungsgefahren

beim Training zu vermindern.

(ii) Trainingspläne und -protokolle:
Sie haben im Health Center die Möglichkeit sich einen persönlichen Trainingsplan

von uns erstellen zu lassen. In Ihrem Trainingsplan wird u.a. festgehalten welche
Übungen Sie mit welchem Gewicht und mit wie vielen Wiederholungen durchfüh-

ren sollten. Im Rahmen von Trainerterminen erstellen wir außerdem Trainingspro-
tokolle, in denen wir Ihren aktuellen Trainingsstand dokumentieren. Trainings-

pläne bzw. -protokolle helfen uns dabei, Ihr Training optimal auf Sie anzupassen
und Ihren Trainingserfolg zu messen.

(iii) Analyse von Trainingsdaten:
Manche unserer Trainingsgeräte im Health Center (insb. Trainingsgeräte des
sog. „Technogym Biocircuit“) sind in der Lage sich individuell auf Sie einzustellen

(z.B. Ihre Sitzhöhe) und Ihr Training aufzuzeichnen, also z.B. zu erfassen, an wel-
chem Trainingsgerät Sie trainieren, wie Sie die Bewegung durchführen (insb. Ihre



Bewegungsamplitude) und mit wie viel Gewicht Sie die Übung ausführen (nach-

folgend „Trainingsdaten“). Hierzu melden Sie sich mit einem sog. „MIFARE Trans-
ponder“ (d.h. einem Armband bzw. einer Keycard mit elektronischem RFID-

Schlüssel) bzw. Ihrer MyWellness App bei dem jeweiligen Trainingsgerät an, die-
ses ruft automatisch Ihre Einstellungen auf und zeichnet Ihre Trainingsdaten auf. 

Ihre Trainingsdaten werden gespeichert und können von unseren Trainern einge-
sehen werden, um Ihr Training optimal auf Sie anzupassen und Ihren Trainings-
erfolg zu messen. 

(iv) Check-Ins und Trainertermine
Wir verarbeiten Daten über die Art und den Umfang Ihrer Nutzung unseres Health

Centers (nachfolgend „Aktivitätsdaten“). So können wir zum Beispiel nachverfol-
gen, wann bzw. wie oft Sie das Health Center besuchen, wann Sie einen Trainer-

termin oder einen Kurs gebucht haben oder welches Schließfach Sie benutzen.

Für die Speicherung und Verwaltung Ihrer Anamnese- und Trainingsdaten sowie Ihrer 

Trainingspläne bzw. -protokolle verwenden wir die Trainersoftware „MyWellness Pro“ 
der Technogym S.p.A. (via Calcinaro 2861, 47521 Cesena, Italien). Für die Speiche-
rung und Verwaltung Ihrer Aktivitätsdaten verwenden wir die Verwaltungssoftware 

„YOND“ der YOND GmbH (Daimlerring 6, 65205 Wiesbaden, Deutschland). Die Tech-
nogym S.p.A. bzw. die YOND GmbH sind insofern als Auftragsverarbeiter im Sinne 

des Art. 4 Nr. 8 DSGVO für uns tätig (siehe unten Ziff. 4.2). 

b. Zweck und Rechtsgrundlage der Datenverarbeitung

Die Verarbeitung Ihrer personenbezogenen Daten im Rahmen der oben genannten
Datenverarbeitungsvorgänge (i) bis (iii) erfolgt zum Zwecke der Trainingsoptimierung

und -betreuung, indem wir mit Hilfe Ihrer Anamnese- und Trainingsdaten Ihr Training
optimal steuern und das Risiko von Verletzungen vermindern können. Die Verarbei-
tung dieser Daten ist zur Erfüllung eines Vertrages, nämlich der Erfüllung des mit Ihnen

bestehenden Mitgliedsvertrages und den darin enthaltenen Betreuungsleistungen, er-
forderlich (Art. 6 Abs. 1 lit. b DSGVO).

Die im Rahmen des Datenverarbeitungsvorgangs (iii) erhobenen Trainingsdaten
(insb. statistische Daten zur Nutzung unserer Trainingsgeräte) werden außerdem ge-

meinsam mit den im Rahmen des oben genannten Datenverarbeitungsvorgangs (iv)
erhobenen Aktivitätsdaten zur Analyse der Nutzung des Health Centers und unserer

Trainingsgeräte und Leistungsangebote (wie bspw. Kurse) verwendet. Die Auswer-
tung dieser Daten erfolgt in der Regel in aggregierter Form, also nicht in Bezug auf



einzelne Mitglieder unseres Health Centers. Rechtsgrundlage dieser Datenverarbei-

tung sind unsere berechtigten Interessen an der Erfolgsmessung und Optimierung un-
seres Leistungsangebots (Art. 6 Abs. 1 lit. f DSGVO). 

Sofern es sich bei den von uns verarbeiteten Daten (insb. hinsichtlich der erhobenen 
Anamnese- und Trainingsdaten sowie Ihren Trainingsplänen bzw. -protokollen) um 

sog. „Gesundheitsdaten“ im Sinne des Art. 4 Nr. 15 DSGVO handelt, verarbeiten wir 
diese Daten ausschließlich auf Grundlage Ihrer vorab ausdrücklich erteilten Einwilli-
gung (Art. 9 Abs. 2 lit. a DSGVO). 

3.4. Vertragsrelevante Kommunikation und Marketing 

a. Gegenstand und Umfang der Datenverarbeitung

Die im Rahmen Ihrer Mitgliederregistrierung (siehe oben Ziff. 3.1) erhobene Telefon-
nummer und E-Mail-Adresse (nachfolgend gemeinsam „Kontaktdaten“) verarbeiten

wir, um mit Ihnen bzgl. der Durchführung Ihres Mitgliedsvertrages kommunizieren zu
können. Dies erfolgt zum Beispiel zu den folgenden vertragsrelevanten Zwecken:

• Zusendung von Vertragsunterlagen (z.B. Kündigungsbestätigung);

• Rückfragen im Rahmen des Onboardings (z.B. bei fehlenden Vertragsdaten);

• Terminbestätigungen bzw. -verschiebungen (z.B. bei kurzfristigen Änderungen).

Abgesehen davon verwenden wir Ihre Kontaktdaten für Marketingzwecke. Dies um-
fasst: 

• Umfragen zur Kundenzufriedenheit (i.d.R. drei Monate nach Vertragsabschluss);

• Anrufe zur Kundenrückgewinnung (nach einer vorangegangenen Kündigung);

• Versand unseres E-Mail-Newsletters mit Neuigkeiten und Angeboten rund um
PRIME TIME fitness.

Ihre Kontaktdaten werden selbstverständlich nicht an Dritte weitergegeben. 

b. Zweck und Rechtsgrundlage der Datenverarbeitung

Die Verarbeitung Ihrer Kontaktdaten zur vertragsrelevanten Kommunikation erfolgt

ausschließlich zur Erfüllung des mit Ihnen bestehenden Mitgliedsvertrages (Art. 6
Abs. 1 lit. b DSGVO). Die Verarbeitung Ihrer Kontaktdaten für Marketingzwecke erfolgt

ausschließlich auf Grundlage Ihrer freiwilligen und jederzeit mit Wirkung für die Zukunft



widerrufbaren Einwilligung, welche wir vorab im Rahmen des Vertragsschlusses ein-

holen (Art. 6 Abs. 1 lit. a DSGVO). 

3.5. Produkte und Dienstleistungen externer Drittanbieter 

Im Rahmen der Erbringung unserer Leistungen setzen wir teilweise auch Produkte 
und Dienstleistungen externer Drittanbietern ein (nachfolgend „Tools“). Nachfolgend 

möchten wir Ihnen nähere Informationen darüber zur Verfügung stellen, welche Tools 
wir einsetzen, welche personenbezogenen Daten hierbei verarbeitet werden, wer für 
die jeweiligen Datenverarbeitungsvorgänge verantwortlich ist und zu welchem Zweck 

bzw. auf welcher Rechtsgrundlage wir Ihre personenbezogenen Daten verarbeiten. 

Für die Nutzung der von uns verwendeten Tools ist es u.U. erforderlich, dass Sie eine 

App für Ihr mobiles Endgerät aus dem Apple App Store bzw. dem Google Play Store 
herunterladen. Hierfür benötigen Sie ein Benutzerkonto bei dem jeweiligen App Store. 

Beim Herunterladen werden ggf. Ihre E-Mail-Adresse, Ihr Nutzername, die Kunden-
nummer des herunterladenden Accounts, die individuelle Gerätekennziffer, Zahlungs-

informationen sowie der Zeitpunkt des Downloads an den jeweiligen App Store über-
tragen. Bitte beachten Sie, dass wir keinen Einfluss auf die Erhebung, Verarbeitung 

und Nutzung von personenbezogenen Daten im Zusammenhang mit Ihrer Registrie-
rung und dem Herunterladen von Apps im Apple App Store bzw. Google Play Store 

haben. Datenschutzrechtlich Verantwortlicher im Sinne des Art. 4 Nr. 7 DSGVO ist in-
soweit allein der Betreiber des jeweiligen App Stores. Für weitere Informationen wen-
den Sie sich bitte direkt an den jeweiligen App Store Betreiber. 

Im Einzelnen sind in unserem Health Center die folgenden Tools im Einsatz: 

a. Technogym

Bei dem Dienst Technogym handelt es sich um ein Ökosystem an Trainingsanwen-
dungen der Technogym S.p.A., bestehend aus den Trainingsgeräten des „Technogym
Biocircuits“ sowie dem Dienst „MyWellness“. Mit Hilfe der Trainingsanwendungen von



Technogym können Sie Trainingseinheiten durchführen und Ihre Trainingsdaten so-

wohl im Health Center, als auch außerhalb über den Dienst „MyWellness“, aufzeich-
nen und analysieren. 

Für die Speicherung und Verwaltung Ihrer im Health Center verarbeiteten Trainings-
daten verwenden wir die Trainersoftware „MyWellness Pro“, das uns von der Techno-

gym S.p.A. als Software-as-a-Service bereitgestellt wird. 

• Gegenstand und Umfang der Datenverarbeitung

(aa) Registrierung

Bevor Sie unsere Trainingsangebote von Technogym im Health Center 
(insb. Technogym Biocircuit) nutzen können, müssen wir Sie zunächst bei 
Technogym registrieren und einen Technogym-Account eröffnen. Hierzu 

melden unsere Trainer Sie im Rahmen Ihrer Registrierung im Health Center 
bei Technogym an und erstellen einen persönlichen Nutzer-Account in der 

Trainersoftware „MyWellness Pro“, der mit Ihrer Mitgliedschaft im Health 
Center verknüpft ist. 

(bb) Technogym Biocircuit 
Wir verwenden im Health Center Trainingsgeräte des sog. „Technogym Bi-

ocircuits“. Diese Trainingsgeräte sind in der Lage, sich individuell auf Ihre 
Trainingsbedürfnisse einzustellen (z.B. Sitzhöhe, Gewicht etc.) und Ihr 
Training aufzuzeichnen, also z.B. zu erfassen, an welchem Trainingsgerät 

Sie trainieren, wie Sie die Bewegung durchführen (insb. Ihre Bewegungs-
amplitude) und mit wie viel Gewicht Sie die Übung ausführen. Hierzu mel-

den Sie sich mit einem sog. „MIFARE Transponder“ von Technogym (d.h. 
einem Armband bzw. einer Keycard mit elektronischem RFID-Schlüssel) 

oder mit Ihrer MyWellness App bei dem jeweiligen Trainingsgerät an, wel-
ches sodann automatisch Ihre Einstellungen abruft und Ihre Trainingsdaten 

aufzeichnet. Ihre Trainingsdaten werden in der Trainersoftware „MyWell-
ness Pro“ gespeichert und können dort von unseren Trainern und Ihnen 

bzw. von Ihnen über Ihre MyWellness App bzw. das Webportal eingesehen 
werden, um Ihr Training optimal auf Sie anzupassen und Ihren Trainings-

erfolg zu messen. 

(cc) MyWellness
Neben den Trainingsangeboten von Technogym, die wir Ihnen im Health

Center bereitstellen (insb. Technogym Biocircuit) haben Sie die Möglich-
keit, den zusätzlichen Dienst „MyWellness“ zur individuellen Trainingsbe-

treuung zu verwenden, der Ihnen von der Technogym S.p.A. bereitgestellt
wird. Bei MyWellness handelt es sich um einen zusätzlichen Technogym-



Account, mit dem Sie unabhängig von PRIME TIME fitness Ihre Trainings-

daten über die MyWellness App und das Webportal verwalten und Ihr Trai-
ning (auch außerhalb des Health Centers) individuell auf Ihre Bedürfnisse 

anpassen und Ihre Trainingserfolge messen können. 

Wenn Sie einen MyWellness-Account erstellen möchten, müssen Sie sich 

bei der Technogym S.p.A. für den Dienst „MyWellness“ registrieren. Die 
Registrierung können Sie vornehmen, indem Sie die MyWellness App im 
App Store (Apple App Store / Google Play Store) herunterladen oder das 

Webportal unter https://www.mywellness.com/lancsuni/ besuchen und sich 
dort registrieren. 

(dd) Connect 
Wenn Sie den optionalen Dienst „MyWellness“ verwenden, haben Sie die 

Möglichkeit, via eines Connects eine Verbindung zwischen PRIME TIME 
fitness und Ihrem MyWellness-Account herzustellen, indem Sie diese in 

den Einstellungen in der MyWellness App bzw. dem Webportal herstellen. 
Dabei müssen Sie Ihre Einwilligung in die Übermittlung Ihrer Trainingsda-
ten erteilen. Nach dem erfolgreichen Connect werden über eine Techno-

gym Schnittstelle automatisch Ihre 

(i) von PRIME TIME fitness gespeicherten Trainingsdaten an Ihren 

MyWellness-Account (bereitgestellt von der Technogym S.p.A.); sowie 

(ii) von der Technogym S.p.A. in Ihrem MyWellness-Account gespeicher-

ten Trainingsdaten an PRIME TIME fitness 

übermittelt, um Ihnen jederzeit im Health Center, als auch außerhalb über 

den Dienst „MyWellness“, eine optimale Trainingsbetreuung anbieten zu 
können. Dies betrifft sowohl Trainingsdaten, die direkt an den Trainingsge-
räten (insb. Technogym Biocircuit) sowie von Ihrer MyWellness App bzw. 

dem Webportal aufgezeichnet werden, als auch Trainingsdaten, die Sie 
aus externen Anwendungen (z.B. Apple Health bzw. Google Fit, Strava, 

Garmin etc.) in Ihren MyWellness-Account importieren. 

Bitte beachten Sie: Sie können die Trainingsangebote von Technogym, 

die wir Ihnen im Health Center bereitstellen (insb. Technogym Biocircuit) 
auch nutzen, ohne dass Ihre Trainingsdaten von PRIME TIME fitness an 

Ihren MyWellness-Account übermittelt werden. In diesem Fall dürfen Sie in 
Ihrem MyWellness-Account keinen Connect mit PRIME TIME fitness her-

stellen. Ihre Trainingsdaten sind dann nur für unsere Trainer und Sie über 
die Trainersoftware „MyWellness Pro“ im Health Center einsehbar, ohne 



dass eine automatische Synchronisierung mit Ihrem MyWellness-Account 

erfolgt. 

• Datenschutzrechtliche Verantwortlichkeit
Bei der Bereitstellung der Trainingsanwendungen von Technogym agieren wir

und die Technogym S.p.A. als getrennt Verantwortliche, d.h. dass wir bzw. die
Technogym S.p.A. die jeweiligen Datenverarbeitungsvorgänge als eigenständig

Verantwortliche durchführen:

(aa) PRIME TIME fitness 
PRIME TIME fitness ist für die Datenverarbeitung in Verbindung mit den im 

Health Center bereitgestellten Trainingsangeboten von Technogym (insb. 
Technogym Biocircuit) datenschutzrechtlich verantwortlich. Die Techno-

gym S.p.A. agiert dabei nur als Auftragsverarbeiter im Sinne des Art. 4 Nr. 
8 DS-GVO, die uns die Trainingsanwendungen von Technogym als Soft-

ware-as-a-Service zur Verfügung stellt (siehe unten Ziff. 4.2). Wir sind da-
her insb. für die Verarbeitung Ihrer im Health Center erzeugten Trainings-

daten verantwortlich. Falls Sie den Dienst „MyWellness“ nutzen, und einen 
Connect zwischen PRIME TIME fitness und Ihrem MyWellness-Account 

herstellen, sind wir auch für die Verarbeitung Ihrer Trainingsdaten daten-
schutzrechtlich verantwortlich, die über die Technogym Schnittstelle auto-
matisch von Ihrem MyWellness-Account an PRIME TIME fitness übermittelt 

werden. 

(bb) Technogym S.p.A. 

Die Technogym S.p.A. ist für die Datenverarbeitung in Verbindung mit dem 
Dienst „MyWellness“ datenschutzrechtlich verantwortlich. Falls Sie den 

Dienst „MyWellness“ nutzen, und einen Connect zwischen PRIME TIME 
fitness und Ihrem MyWellness-Account herstellen, ist die Techno-

gym S.p.A. auch für die Verarbeitung Ihrer Trainingsdaten datenschutz-
rechtlich verantwortlich, die über die Technogym Schnittstelle automatisch 
von PRIME TIME fitness an Ihren MyWellness-Account übermittelt werden. 

Weitere Informationen zu der Verarbeitung Ihrer personenbezogenen Da-
ten durch die Technogym S.p.A. finden Sie in der Datenschutzerklärung 

von Technogym (abrufbar unter: https://www.mywell-
ness.com/cloud/Terms/privacy?language=de-DE), die insb. auch Informa-

tionen dazu enthält, wie und zu welchen Zwecken sowie auf welcher 
Rechtsgrundlage die Technogym S.p.A. Ihre personenbezogenen Daten in 

Verbindung mit der Nutzung mit Ihrem MyWellness-Account verarbeitet. 



Außerdem finden Sie dort Informationen, wie Sie Ihre Datenschutzrechte 

gegenüber der Technogym S.p.A. ausüben können. 

• Zweck und Rechtsgrundlage der Datenverarbeitung
Die Verarbeitung Ihrer personenbezogenen Daten in Verbindung mit den im

Health Center bereitgestellten Trainingsangeboten erfolgt ausschließlich dazu,
um Ihnen jederzeit im Health Center, als auch außerhalb über den Dienst

„MyWellness“, eine optimale Trainingsbetreuung anbieten zu können.

Die Verarbeitung Ihrer Daten ist dabei zur Erfüllung des mit Ihnen abgeschlosse-

nen Mitgliedsvertrages und den darin enthaltenen Leistungen erforderlich
(Rechtsgrundlage: Art. 6 Abs. 1 lit. b DS-GVO). Insoweit dabei Gesundheitsdaten

im Sinne des Art. 4 Nr. 15 DS-GVO von uns verarbeitet werden, erfolgt dies auf
Grundlage Ihrer vorab erteilten Einwilligung (Rechtsgrundlage: Art. 9 Abs. 2 lit. a

DS-GVO). Sie haben das Recht, die Erteilung Ihrer Einwilligung zu verweigern
oder jederzeit Ihre erteilte Einwilligung mit Wirkung für die Zukunft gegenüber
Technogym bzw. PRIME TIME fitness zu widerrufen. Bitte beachten Sie, dass Sie

nicht alle Funktionalitäten der Trainingsanwendungen von Technogym nutzen
können, wenn Sie Ihre Einwilligung nicht erteilen oder diese später widerrufen.

b. vicoach

Bei dem Dienst „vicoach“ handelt es sich um ein Ökosystem an Trainings- und Mess-

anwendungen der cardioscan GmbH, bestehend aus der Körpermessanwendung
„mescan“ sowie der „vicoach App“. Mit Hilfe der Körpermessanwendungen von car-
dioscan können Sie Ihre Körperzusammensetzung analysieren, um Ihren Bedarf von

Trainings- und Ernährungsmaßnahmen zu ermitteln.

Für die Speicherung und Verwaltung Ihrer im Health Center verarbeiteten Messdaten

verwenden wir das Trainerportal „vicoach Business“, das uns von der cardioscan
GmbH  als Software-as-a-Service bereitgestellt wird.

• Gegenstand und Umfang der Datenverarbeitung

(aa) Registrierung
Bevor Sie den mescan verwenden können, müssen Sie sich zunächst re-

gistrieren und einen vicoach-Account eröffnen. Hierzu melden unsere Trai-



ner Sie im Rahmen Ihrer Registrierung im Health Center bei vicoach Busi-

ness an und erstellen einen persönlichen Nutzer-Account im Trainerportal, 
der mit Ihrer Mitgliedschaft im Health Center verknüpft ist. 

(bb) Körpermessanwendung „mescan“ 
Wir verwenden im Health Center die Körpermessanwendung „mescan“, be-
stehend aus einem Ganzkörperscanner, der zur Vermessung Ihres körper-

lichen Gesundheitszustandes dient, um auf Basis Ihrer individuellen Mess-
ergebnisse Ihre Trainingspläne und -geräte optimal auf Ihre persönlichen 

Bedürfnisse einzustellen. Folgende Daten werden dabei verarbeitet: Kör-
perfett, Körperwasser, Gewicht, Muskelmasse, viszerales Fett, Phasenwin-

kel, Sauerstoffsättigung, Trainingsbereiche, Trainingseinteilung, Trainings-
bereitschaft, biologisches Alter, Ruhepuls und Herzratenvariabilität. Ihre 

Messergebnisse werden von uns im Trainerportal „vicoach Business“ ge-
speichert und können von unseren Trainern und Ihnen am Webportal bzw. 

von Ihnen über die vicoach App eingesehen werden, um Ihr Training opti-
mal auf Sie anzupassen und Ihren Trainingserfolg zu messen. 

(cc) vicoach App

Neben der Körpermessanwendung „mescan“, die wir Ihnen im Health Cen-
ter bereitstellen, haben Sie die Möglichkeit, zusätzlichen zur individuellen

Trainingsbetreuung die vicoach App zu verwenden. Bei der vicoach App
handelt es sich um einen optionalen Dienst, der von der Cardioscan GmbH

bereitgestellt wird. Mit der vicoach App haben Sie die Möglichkeit, unab-
hängig von PRIME TIME fitness Ihre Messdaten zu verwalten sowie

sog. „In-App Tests“ zu den Themen Mobilität, Lifestyle und Immunsystem
durchzuführen, um Empfehlungen für Ihre Bewegung, Ernährung und Ent-
spannung zu erhalten, damit Sie Ihr Training (auch außerhalb des Health

Centers) individuell auf Ihre Bedürfnisse anpassen und Ihre Trainingser-
folge messen können. Wenn Sie die vicoach App nutzen möchten, müssen

Sie zunächst die App im App Store (Apple App Store / Google Play Store)
herunterladen und sich dort registrieren.

(dd) Connect
Wenn Sie die optionale vicoach App verwenden, haben Sie die Möglichkeit,

sich in der vicoach App mit dem Trainerportal von PRIME TIME fitness zu
verbinden (nachfolgend „Connect“), um Ihre mittels des Scans erzeugten
Messdaten über eine cardioscan Schnittstelle automatisch in die vicoach



App zu importieren bzw. Ihre in der vicoach App gespeicherten Trainings- 

und Messdaten an das Trainerprotal des Health Centers zu exportieren.  

Um einen Connect herzustellen, müssen Sie bei Ihrer Registrierung in der 

vicoach App dieselbe E-Mail-Adresse verwenden, die Sie bei Ihrer Regist-
rierung im Health Center angegeben haben. Sie können zudem auch spä-

ter in den vicaoch App-Einstellungen einen Connect herstellen, indem Sie 
den im Health Center ausgelegten QR-Code oder den auf dem mescan-
Gerät angezeigten QR-Code scannen. Dabei müssen Sie Ihre Einwilligung 

in die Übermittlung Ihrer Messdaten erteilen. 

Nach einem erfolgreichen Connect werden sodann Ihre im Trainerportal 

gespeicherten bzw. dort erzeugten Messdaten automatisch in die vicoach 
App importiert und sind dort zusätzlich zum Trainerportal für Sie über die 

vicoach App einsehbar. Zugleich werden die Ergebnisse Ihrer In-App Tests 
sowie die mittels Scans erzeugten Messdaten mit dem Health Center geteilt 

und sind dort zusätzlich zur App über das Trainerportal des Health Centers 
für Sie und Ihre Trainer im Health Center einsehbar, um Ihnen eine optimale 

Betreuung innerhalb als auch außerhalb des Health Centers zu ermögli-
chen. 

Bitte beachten Sie: Sie können die Körpermessanwendung „mescan“ 
auch nutzen, ohne dass Ihre Messdaten von PRIME TIME fitness an Ihre 
vicoach App übermittelt werden. In diesem Fall dürfen Sie in Ihrer vicoach 

App keinen Connect mit PRIME TIME fitness herstellen. Ihre Messdaten 
sind dann nur für unsere Trainer und Sie über das Trainerportal „vicoach 

Buisness“ im Health Center einsehbar, ohne dass eine automatische Syn-
chronisierung mit Ihrer vicoach App erfolgt. 

• Datenschutzrechtliche Verantwortlichkeit
Bei der Bereitstellung der Trainings- und Messanwendungen von cardioscan agie-
ren wir und die cardioscan GmbH als getrennt Verantwortliche, d.h. dass wir bzw.

die cardioscan GmbH die jeweiligen Datenverarbeitungsvorgänge als eigenstän-
dig Verantwortliche durchführen:

(aa) PRIME TIME fitness 
PRIME TIME fitness ist für die Datenverarbeitung in Verbindung mit der im 
Health Center bereitgestellten Körpermessanwendung „mescan“ daten-

schutzrechtlich verantwortlich. Die cardioscan GmbH agiert dabei nur als 
Auftragsverarbeiter im Sinne des Art. 4 Nr. 8 DS-GVO, die uns die Körper-

messanwendung „mescan“ und das Trainerportal „vicoach Business“ als 
Software-as-a-Service zur Verfügung stellt (siehe unten Ziff. 4.2). Falls Sie 



die vicoach App nutzen, und einen Connect zwischen PRIME TIME fitness 

und Ihrer vicoach App herstellen, sind wir auch für die Verarbeitung Ihrer 
Trainingsdaten datenschutzrechtlich verantwortlich, die über die car-

dioscan Schnittstelle automatisch von Ihrer vicoach App an PRIME TIME 
fitness übermittelt werden. 

(bb) cardioscan GmbH 

Die cardioscan GmbH ist für die Datenverarbeitung in Verbindung mit Ihrer 
vicoach App datenschutzrechtlich verantwortlich. Falls Sie die vicoach App 

nutzen, und einen Connect zwischen PRIME TIME fitness und Ihrer vicoach 
App herstellen, ist die cardioscan GmbH auch für die Verarbeitung Ihrer 

Messdaten datenschutzrechtlich verantwortlich, die über die cardioscan 
Schnittstelle automatisch von PRIME TIME fitness an Ihre vicoach App 

übermittelt werden. Weitere Informationen zu der Verarbeitung Ihrer perso-
nenbezogenen Daten durch die cardioscan GmbH finden Sie in der Daten-

schutzerklärung von cardioscan (abrufbar unter: https://api.vicoach.io/app-
privacy-policy/v5_0.de-DE.html), die insb. auch Informationen dazu enthält, 

wie und zu welchen Zwecken sowie auf welcher Rechtsgrundlage die car-
dioscan GmbH Ihre personenbezogenen Daten in Verbindung mit der Nut-

zung Ihrer vicoach App verarbeitet. Außerdem finden Sie dort Informatio-
nen, wie Sie Ihre Datenschutzrechte gegenüber der cardioscan GmbH aus-
üben können. 

• Zweck und Rechtsgrundlage der Datenverarbeitung
Die Verarbeitung Ihrer personenbezogenen Daten in Verbindung mit der im

Health Center bereitgestellten Körpermessanwendung mescan erfolgt aus-
schließlich dazu, um Ihnen jederzeit im Health Center, als auch außerhalb über

die vicoach App, eine optimale Trainingsbetreuung anbieten zu können.

Die Verarbeitung Ihrer Daten ist dabei zur Erfüllung des mit Ihnen abgeschlosse-
nen Mitgliedsvertrages und den darin enthaltenen Leistungen erforderlich 

(Rechtsgrundlage: Art. 6 Abs. 1 lit. b DS-GVO). Insoweit dabei Gesundheitsdaten 
im Sinne des Art. 4 Nr. 15 DS-GVO von uns verarbeitet werden, erfolgt dies auf 

Grundlage Ihrer vorab erteilten Einwilligung (Rechtsgrundlage: Art. 9 Abs. 2 lit. a 
DS-GVO). Sie haben das Recht, die Erteilung Ihrer Einwilligung zu verweigern 

oder jederzeit Ihre erteilte Einwilligung mit Wirkung für die Zukunft gegenüber car-
dioscan bzw. PRIME TIME fitness zu widerrufen. Bitte beachten Sie, dass Sie 



nicht alle Funktionalitäten der Körpermessanwendung „mescan“ nutzen können, 

wenn Sie Ihre Einwilligung nicht erteilen oder diese später widerrufen. 

c. Webex

Bei dem Dienst „Webex“ handelt es um eine Softwareanwendung für Video- und Web-

konferenzen der Cisco Systems Inc., die sowohl als Desktop-Anwendung auch als mo-
bile App (App Store / Google Play Store) verfügbar ist (nachfolgend gemeinsam „We-
bex“). Wir nutzen Webex zum Zwecke der Bereitstellung unseres virtuellen Kursange-
botes. Wenn Sie für die Teilnahme an einem Online-Kurs (sog. „Virtual Class“) anmel-

den, schicken wir Ihnen rechtzeitig vor Beginn der Virtual Class einen individuellen
Teilnahmelink (sog. „Meeting-Link“) zu. Mit Hilfe des Meeting-Links gelangen Sie di-

rekt zur Ihrer Virtual Class. Sie können an Ihrer Virtual Class entweder über die Webex
Desktop-Anwendung bzw. die mobile App unter Verwendung Ihres Webex-Accounts

oder über Ihren Internetbrowser teilnehmen. Sofern Sie über die Webex Desktop-An-
wendung bzw. die mobile App an einer Virtual Class teilnehmen möchten, benötigen

Sie einen Webex-Account. Alternativ können Sie auch ohne einen Webex-Account
über Ihren Internetbrowser als „Gast“ an einer Virtual Class teilnehmen. Wenn Sie als
Gast an einer Virtual Class teilnehmen, müssen Sie lediglich einen Namen und Ihre E-

Mail-Adresse angeben. Der von Ihnen angegebene Name muss hierbei nicht ihrem
Realnamen entsprechen, vielmehr können Sie auch ein fiktives Pseudonym wählen.

• Gegenstand und Umfang der Datenverarbeitung
Wenn Sie unter Verwendung von Webex an einer Virtual Class teilnehmen, ver-

arbeiten wir verschiedene personenbezogene Daten von Ihnen. Insbesondere
verarbeiten wir die folgenden Kategorien personenbezogener Daten von Ihnen:

- Account- bzw. Anmeldeinformationen: Insbesondere die im Rahmen Ihrer

Registrierung für Webex angegebenen Daten (d.h. Name, E-Mail-Adresse,
ggf. Profilbild etc.) beziehungsweise, wenn Sie als Gast an einer Virtual Class

teilnehmen, die von Ihnen beim Meeting-Beitritt angegebenen Daten
(d.h. Name bzw. Pseudonym und E-Mail-Adresse).

- Nutzungsinformationen: Insbesondere Ihre IP Adresse, Informationen zu Ih-
rem Endgerät (z.B. Hardwaretyp, Betriebssystem, Bildschirmauflösung etc.)

und dem von Ihnen verwendeten Browser, Informationen zum Meeting



(z.B. Betreff, Datum und Uhrzeit, Dauer, Anzahl der Teilnehmer und Anwe-

senheitszeit pro Teilnehmer etc.) sowie die Region bzw. das Land, in dem 
Sie sich befinden. 

- Kommunikationsinhalte: Insbesondere Ihr Sprach- und Videosignal (sofern
Sie Ihr Mikrofon bzw. Ihre Kamera aktivieren) sowie Nachrichten und geteilte
Inhalte (sofern Sie die Chat-Funktion verwenden).

• Datenschutzrechtliche Verantwortlichkeit
Der Dienst Webex wird uns von der Cisco Systems Inc., die diesbezüglich als

Auftragsverarbeiter im Sinne des Art. 4 Nr. 8 DSGVO für uns tätig ist, als Soft-
ware-as-a-Service zur Verfügung gestellt (siehe unten Ziff. 4.2). Wir sind daher

für die Verarbeitung Ihrer personenbezogenen Daten zum Zwecke der Bereitstel-
lung der Virtual Class datenschutzrechtlich verantwortlich.

Sofern die Cisco Systems Inc. die von Ihnen erhobenen personenbezogenen Da-
ten darüber hinaus zu eigenen Zwecken (z.B. zur Nutzungsanalyse und Produkt-
verbesserung) verarbeitet, ist die Cisco Systems Inc. für diese Datenverarbei-

tungsvorgänge, auf die wir keinen Einfluss haben, selbst datenschutzrechtlich ver-
antwortlich. Weitere Informationen zur Verarbeitung Ihrer personenbezogenen

Daten durch die Cisco Systems Inc. finden Sie in der Cisco Online-Datenschut-
zerklärung, die insbesondere auch Informationen dazu enthält, wie und zu wel-

chen Zwecken sowie auf welcher Rechtsgrundlage die Cisco Systems Inc. Ihre
personenbezogenen Daten verarbeitet. Außerdem finden Sie dort Informationen,

wie Sie gegenüber der Cisco Systems Inc. Ihre Datenschutzrechte ausüben kön-
nen.

• Zweck und Rechtsgrundlage der Datenverarbeitung
Die Verarbeitung Ihrer personenbezogenen Daten erfolgt ausschließlich zum
Zwecke der Bereitstellung unseres virtuellen Kursangebotes. Die Verarbeitung Ih-

rer Daten ist zur Erfüllung eines Vertrages, nämlich der Erfüllung des mit Ihnen
bestehenden Mitgliedsvertrages und den darin enthaltenen Leistungen, erforder-

lich (Art. 6 Abs. 1 lit. b DSGVO).

4. Weitergabe personenbezogener Daten

Wir werden Ihre personenbezogenen Daten nicht an Dritte weitergeben oder anderweitig 
verbreiten, es sei denn, dies ist für die Erfüllung unserer Dienstleistungen (Art. 6 Abs. 1 

lit. b DSGVO) oder die Wahrung unserer berechtigten Interessen (Art. 6 Abs. 1 lit. f DSGVO) 



erforderlich, Sie haben in die Weitergabe eingewilligt (Art. 6 Abs. 1 lit. a DSGVO) oder die 

Weitergabe von Daten ist aufgrund einschlägiger gesetzlicher Bestimmungen zulässig. 

Wir geben personenbezogene Daten insbesondere in den folgenden Fällen an Dritte weiter: 

4.1 Weitergabe an die Allianz SE 

Als Ihr Arbeitgeber fördert die Allianz SE (Königinstr. 28, 80802 München, Deutsch-

land) den Betrieb des Health Centers und kann zum Zwecke der Überprüfung der er-
brachten Sponsoringleistungen Einsicht in die Mitgliedsdaten (insb. Anzahl der Mitglie-
der und gewählte Tarife) des Health Centers verlangen. Im Rahmen dieses Einsichts-

rechts werden keine besonderen Kategorien personenbezogener Daten (insb. keine 
Gesundheitsdaten), an die Allianz SE übermittelt. 

Die Übermittlung personenbezogener Daten an die Allianz SE erfolgt ausschließlich 
zum Zwecke der Überprüfung der erbrachten Sponsoringleistungen. Die Datenüber-

mittlung an die Allianz SE dient der Wahrung unserer berechtigten Interessen (Art. 6 
Abs. 1 lit. f DSGVO), die in der Durchführung des mit der Allianz SE geschlossenen 

Betreibervertrages liegen. 

4.2 Weitergabe an Auftragsverarbeiter 

Wir sind dazu berechtigt, im Rahmen der datenschutzrechtlichen Vorgaben die Verar-
beitung Ihrer personenbezogenen Daten ganz oder teilweise an externe Dienstleister 

auszulagern, die für uns als Auftragsverarbeiter gem. Art. 4 Nr. 8 DSGVO tätig sind. 
Die von uns beauftragten Dienstleister verarbeiten Ihre Daten dabei ausschließlich ge-
mäß unseren Weisungen. Wir bleiben dabei für den Schutz Ihrer Daten verantwortlich, 



der durch strenge vertragliche Regelungen, technische und organisatorische Maßnah-

men und ergänzende Kontrollen durch uns sichergestellt wird. Wir setzen u.a. die fol-
genden externen Dienstleister als Auftragsverarbeiter ein: 

• YOND GmbH (Daimlerring 6, 65205 Wiesbaden, Deutschland) für die Bereitstellung
der YOND Verwaltungssoftware als Software-as-a-Service;

• Allianz SE (Königinstr. 28, 80802 München, Deutschland) für die Durchführung der

Zutrittskontrolle zum Health Center;

• Cardioscan GmbH (Valentinskamp 30, 20355 Hamburg, Deutschland) für die Bereit-

stellung des Vicoach Trainerportals als Software-as-a-Service;

• Technogym S.p.A. (via Calcinaro 2861, 47521 Cesena, Italien) für die Bereitstellung

der Trainersoftware „MyWellness Pro“ als Software-as-a-Service;

• Cisco Systems Inc. (170 West Tasman Drive, San Jose, CA 95134 USA) für die Be-

reitstellung von Webex als Software-as-a-Service.

Personenbezogene Daten können außerdem auf sonstige Weise verarbeitet und auch ge-
genüber Dritten offengelegt werden, falls wir dazu gesetzlich – z.B. durch gerichtliche Verfü-

gung oder zur Erfüllung rechtlicher Pflichten – verpflichtet sind (Art. 6 Abs. 1 lit. c DSGVO) 
oder dies zur Unterstützung kriminalistischer oder juristischer Untersuchungen oder der Ab-

wehr oder Durchsetzung rechtlicher Ansprüche erforderlich ist (Art. 6 Abs. 1 lit. f DSGVO). 

5. Datenübermittlungen in Drittländer

Wir und unsere externen Dienstleister verarbeiten Ihre personenbezogenen Daten in der 
Regel innerhalb der Europäischen Union (EU) bzw. der Vertragsstaaten des Abkommens 

über den Europäischen Wirtschaftsraum (EWR). 

Ihre Daten können im Einzelfall jedoch auch an sog. Drittländer außerhalb der EU bzw. des 

EWR übermittelt und dort verarbeitet werden. Einigen Drittländern bescheinigt die Europäi-
sche Kommission durch sog. Angemessenheitsbeschlüsse ein Datenschutzniveau, das mit 

dem der EU bzw. dem EWR vergleichbar ist. In anderen Drittländern herrscht unter Umstän-
den wegen fehlender gesetzlicher Bestimmungen kein durchgängig hohes Datenschutzni-
veau. In diesem Fall achten wir darauf, den Schutz ihrer personenbezogenen Daten mittels 

geeigneter Garantien im Sinne des Art. 46 DSGVO zu gewährleisten. Sie können sich jeder-
zeit unter den in Ziff. 1 genannten Kontaktmöglichkeiten an uns wenden, um eine Kopie die-

ser Garantien zu erhalten. 

Sollte ein ausreichender Schutz Ihrer Daten nicht möglich sein, werden wir Sie an der dafür 

relevanten Stelle über die jeweiligen Einzelheiten der Weitergabe und das damit verbundene 



datenschutzrechtliche Risiko unterrichten und vorab nach Ihrer Einwilligung in die Daten-

übermittlung fragen. 

6. Speicherdauer

Ihre personenbezogenen Daten werden von uns nur solange gespeichert, wie dies für die 
Erreichung der Zwecke, für die diese Daten erhoben wurden, erforderlich ist oder – soweit 

darüberhinausgehende gesetzliche Aufbewahrungsfristen bestehen (z.B. im Handelsgesetz-
buch und in der Abgabenordnung) – für die Dauer der gesetzlich vorgegebenen Aufbewah-
rung. Im Anschluss werden Ihre personenbezogenen Daten von uns gelöscht. Lediglich in 

wenigen Ausnahmenfällen können Ihre Daten auch darüber hinaus gespeichert werden, 
wenn z.B. die Speicherung im Zusammenhang mit der Durchsetzung und Abwehr von 

Rechtsansprüchen erforderlich ist. 

7. Widerspruchsrecht

Sie haben das Recht, aus Gründen, die sich aus ihrer besonderen Situation ergeben, 
jederzeit Widerspruch gegen die Verarbeitung Ihrer personenbezogenen Daten, die 
aufgrund von Art. 6 Abs. 1 lit. e oder f DSGVO erfolgt, einzulegen. Wir verarbeiten Ihre 
personenbezogenen Daten nach einem Widerspruch nicht mehr, es sei denn, wir kön-
nen zwingende schutzwürdige Gründe für die Verarbeitung nachweisen, die Ihren In-
teressen, Rechte und Freiheiten überwiegen, oder die Verarbeitung dient der Geltend-
machung, Ausübung oder Verteidigung von Rechtsansprüchen (vgl. Art. 21 Abs. 1 
DSGVO, sog. eingeschränktes Widerspruchsrecht). Die Gründe, die sich aus Ihrer be-
sonderen Situation ergeben, müssen von Ihnen dargelegt werden. 

Sofern wir Ihre Daten für Zwecke der Direktwerbung verarbeiten, können Sie jederzeit 
auch ohne Angabe von Gründen Widerspruch gegen die Verarbeitung einlegen. Wir 
werden Ihre Daten dann nicht mehr für diese Zwecke verarbeiten. 

8. Ihre Datenschutzrechte

Nach Maßgabe des geltenden Datenschutzrechts stehen Ihnen ferner insbesondere gemäß 
den gesetzlichen Voraussetzungen die folgenden Rechte zu: 

• Recht auf Auskunft, Berichtigung, Löschung und Einschränkung, Art. 15 ff.
DSGVO

Sie haben das Recht, jederzeit Auskunft über Ihre von uns gespeicherten personenbe-
zogenen Daten zu verlangen. Wenn wir Ihre personenbezogenen Daten verarbeiten

oder nutzen, bemühen wir uns, durch angemessene Maßnahmen sicherzustellen, dass
Ihre personenbezogenen Daten für die Zwecke, für die sie erfasst wurden, richtig und



aktuell sind. Für den Fall, dass Ihre personenbezogenen Daten unrichtig oder unvoll-

ständig sind, können Sie die Berichtigung dieser Daten verlangen. Ferner haben Sie 
ggf. das Recht, die Löschung bzw. Einschränkung der Verarbeitung ihrer personenbe-

zogenen Daten zu verlangen, wenn z.B. für eine solche Verarbeitung gemäß dieser Da-
tenschutzerklärung oder geltendem Recht kein legitimer Geschäftszweck mehr besteht 

und gesetzliche Aufbewahrungspflichten die weitere Speicherung nicht erfordern. 

• Recht auf Datenübertragbarkeit, Art. 20 DSGVO

Sie haben ggf. das Recht, die sie betreffenden personenbezogenen Daten, die Sie uns

bereitgestellt haben, in einem strukturierten, gängigen und maschinenlesbaren Format
zu erhalten oder diese Daten einem anderen Verantwortlichen zu übermitteln.

• Recht zum Widerruf Ihrer erteilten Einwilligung, Art. 7 Abs. 3 DSGVO

Sofern Sie in die Erhebung, Verarbeitung und Nutzung Ihrer personenbezogenen Daten

eingewilligt haben, können Sie Ihre Einwilligung jederzeit mit Wirkung für die Zukunft
widerrufen, jedoch ohne dass die Rechtmäßigkeit der aufgrund der Einwilligung bis zum

Widerruf erfolgten Verarbeitung dadurch berührt wird.

Zur Durchsetzung Ihrer Datenschutzrechte können Sie sich jederzeit unter den in Ziff. 1 ge-

nannten Kontaktmöglichkeiten an uns wenden. 

Außerdem haben Sie das Recht, sich bei der zuständigen Aufsichtsbehörde (insbesondere 
der Aufsichtsbehörde in dem Mitgliedstaat Ihres Aufenthaltsorts, Ihres Arbeitsplatzes oder 

des Orts des mutmaßlichen Verstoßes) zu beschweren, wenn Sie der Ansicht sind, dass die 
Verarbeitung Ihrer personenbezogenen Daten nicht rechtmäßig erfolgt. Die für uns zustän-

dige Datenschutzaufsichtsbehörde ist: 

Der Hessische Beauftragte für Datenschutz und Informationsfreiheit 

Gustav-Stresemann-Ring 1, 65189 Wiesbaden, Deutschland 
Postfach 31 63, 65021 Wiesbaden, Deutschland 

Telefon: +49 611 140 80 
Fax: +49 981 180093-800 

E-Mail: poststelle@datenschutz.hessen.de

9. Pflicht zur Bereitstellung von Daten

Grundsätzlich sind Sie nicht verpflichtet, uns Ihre personenbezogenen Daten mitzuteilen. 
Wenn Sie dies jedoch nicht tun, werden Sie unser Health Center nicht oder nur eingeschränkt 



nutzen können. Personenbezogene Daten, die wir nicht zwingend für die oben genannten 

Verarbeitungszwecke benötigen, sind entsprechend als freiwillige Angaben gekennzeichnet. 

10. Automatisierte Entscheidungsfindung

Wir setzen keine automatisierte Entscheidungsfindung bzw. Profiling im Sinne des
Art. 22 DSGVO ein.

11. Änderungsvorbehalt

Wir behalten uns das Recht vor, diese Datenschutzerklärung nach eigenem Ermessen je-
derzeit unter Beachtung der rechtlichen Vorgaben zu ändern. Dies kann z.B. zur Einhaltung 

neuer Gesetzesbestimmungen oder zur Berücksichtigung neuer Leistungsangebote in un-
serem Health Center der Fall sein. Wir werden jedoch zu jeder Zeit Ihre personenbezogenen 

Daten in Übereinstimmung mit derjenigen Fassung der Datenschutzerklärung behandeln, 
die zum Zeitpunkt der Erhebung dieser Informationen in Kraft war. 

Wir beabsichtigen Änderungen an unserer Datenschutzerklärung auf unserer Website be-
kannt zu geben, sodass Sie umfassend darüber informiert sind, welche Arten von personen-

bezogenen Daten wir sammeln, wie wir sie verarbeiten und unter welchen Umständen sie 
weitergegeben werden können. Wir empfehlen Ihnen daher, sich in regelmäßigen Abständen 

auf der oben verlinkten Website über unsere aktuellen Datenschutzpraktiken zu informieren. 

Stand: Dezember 2025 




